


CopgepxaHue

MpounTaTb Nepef ncnonb3oBaHNeEM

Mepbl NpefocTOpOXHOCTH

[onoxeHwe n xecTbl

Bblpaerme nnda

[onoxeHwe nnua

Cnocob NCnosb3oBaHUs CEHCOPHOTO 3KPaHa
MeTog pervcTpaumm oTneyaTka nanbla

KoHcTpyKumA

OcHoBHble dyHKUMM

0630p nosnb3osaTens

VHuumnanunsagms

Pexm 6nok1MpoBKn

HopManbHO-OTKPbITbIA PEXIMM

Pexxnm BepudurkaLmmn

YHpaBneH ne CeTbto

OnepaumnoHHas Tpesora

0 0 NN YN0 DWW NN = .

HBL100/HBL200 User Manual



Kak ncnonb3oBatb

MpenynpexaeHve o HU3KOM 3apsge batapen.

ABapuiiHada 3apAaakKa .

ABAPUNHBIN MEXaHWMYECKMIA KMoy

BXO,EL B MaBHOE MEHIO

3apel'l/lCTpl/lpOBaTb nonb3oBatena.

ynpaBneHme nonb3oBateiaMmm

Bpems aBTOGIOKNPOBKM

HacTponka Aa3bika

Pexxum BeprdurKaLmnm

Cpa6aTb\BaH|/|e CUrHanmsaumm

HopManbHO-OTKPbITbIA PeXim

HacTpowka agatbl/Bpemeru

PacluvpeHHble napameTpb

HacTtpoiika ceTu (onuymoHanbHo)

O6HOBMEeHVEe NMPOLWMBKM

YI'IpaBJ'IeHI/Ie OaHHbIMW

CuctemHas nHdopmaLwa
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[pounTaTb Nepen NCNosib30BaHNEM

Mepbl npeaoCcTopOKHOCTHU

1. 3aBOACKME HACTPOWKM BCEX HOBbIX 3aMKOB He MOTYT ObiTb Pa3biIoKMPOBaHbI 6e3 NPOBEPKH.

2. 3apeructpupyiTe xoTa 6bl OHOMO AAMUHIUCTPATOPA /1A BHOBb YCTAHOBNEHHOM GIIOKMPOBKM.
3aMOK He MOXET 3apercTprpOBaTh OBbIUHbIX MOJIb30BaTENEeN 6e3 aaMUHUCTPATOPa.

3. 3aMoK 0O0PYAOBaH MEXaHWUYECKVMM KIloUamMu Ana PyYHOro oTnmpanma. Moxanyicra, xpaHuTe
MeXaHWYecKm1e Kmoumn B HaexHOM mecTe.

4.  Korpa 3amOK BblIACT NpedynpexaeHvie O HU3KOM 3apae akKyMysIATopa, 3aMeHuTe Uin
3apAgMTe aKKyMynATOP Kak MOXHO CKOpee.

5. be3 Kaknx-nmbo fencTBuii briokMpoBKa aBTOMATUUECKM OTKIIoUaeTcsa Yepes 15 cekyHa.

6.  [pu MCNONb30BaHUM 3TOM BIOKMPOBKM AEPXKMTE Nanblibl, IKPaH 1 Kamepy B UMCTOTE.
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Ecnu pocT nonbsosarens
1.60-1.80m, BbiCOTa OT
OCEBOV NINHNA PYUKM

[0 3emv paBHAeTCA TM.

2

T

Bo Bpems pernctpaLmv 1 BeprdrKaLmm CoxpaHaiiTe ecTeCTBEHHOe BbipaxeHwe nuua. He

l/lCI'IOﬂb3yI7IT€‘ SMOLMOHalbHble BblpaxeHnA (Hanpmmep, l'lpl/lCTaJ'lebll;l B3rnag un yXMbIJ’IKy).
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NMonoxxeHune nuua

Bo Bpema perncrtpaumn 1 BepudrKaLmm NoMecTrTe CBOe N1LO B 6enyto pamky Ha akpaHe. CnegyiTe

MHCTPYKLMAM K YCTPONCTBY.

Cnoco6 ncnonb3oBaHWA CEHCOPHOro 3KpaHa

Kacantecb CEeHCOPHOIo 3KpaHa MAKOTbBIO Majiblia U AepXnTe nasblbl 1 3KPaH B YACTOTE BO BPEMA
NCNONb30BaHUA.
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PekomeHayemble Manblibl:  yKasaTesbHbli, CpeaHuin  wan  GesbiMAHHBIA - nanew; w3beraniTe
CMOSb30BaHUA GOMBLIOTO MablLa U MU3MHLA (MOTOMY YTO OHK OBbIYHO HEY[OOHbI MPK HaxaTUm).
HaxmuTe namblUem Ha CeHCOPHYlo 06/1acTb, YTOObI LEHTP OTrmevaTka nanbla Obin CoBMelleH C
LIEHTPOM CEHCOPHOM 0BMACTH.

[Y)

BepTukanbHbin 9\6 CmeLlyeH ot MeLLeH OT LieHTH
=i, e ;
It‘t ..... ](.H"'- E‘._-lﬁL ...... l ] II-

Mog yrnom KHun3y o1 ueHTpa

gE Ty
i

SR

MpumeyaHmne: 1CNonb3ynTe NPaBUAbHbIA METOA A TOrO, YTOBbI NONOXUTL Nanel, Ha NOBepPXHOCTb
Jatuvka A pervcTpauum 1o Bepudukaumu. Halwa KomnaHus He HeceT OTBETCTBeHHOCTM 3a
CHWXEeHMEe NPOV3BOANTENBHOCTY BEPUGMKALIMM, BbI3BAHHOE HEMPABWILHONM PAbOTOM NOMb30BaTESA.

I'IpaBa Ha OKOHYaTe/IbHYO MHTEPNPETaUMIo M MOMpPaBKy COXPaHAIOTCA..
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KoHCcTpyKumA

Bup cnepegn Bup czagun

Z(Teco

2.8-[101IM. CEHCOPHbI SKpaH

Kamepa - batapeliHbiii oTcek
«N O6nacTb CKaHMPOBaHUA KapTbl . o
O_0 MHdpakpacHoe nsnyuyexne
©\/ JlaTunk oTneyaTkoB NasnbLeB - Kronka c6poca
(tonbko ana HBL100) KnaBuwa 8 I KHonKa 6OKM1pPOBKM
npo6yxpaeHns (Tonbko Ansa HBL200)

T

_ Pyuka K//

OTBepcTrEe AN1A MEXaHNYECKOTO
Kntoya (BHyTpM)

Bug cHusy

USB-nopt
OunHammk

HBL100/HBL200 User Manual 5



Basic Function

User Introduction

Group Verification Mode Function
Admi Face Access to menu
min Fingerprint Open the door
Passcode
Normal User Card Open the door

Notes:
1) Fingerprint recognition is only available for the HBL100 series products.

2) The maximum face/fingerprint/passcode/card capacity is 100 for all groups.

Initialization

Initializing the lock means all data will be deleted and restored to factory default setting.

Operation steps: Touch the fingerprint sensor or wake up key to wake up the screen, and press
the reset button on the back body of the lock until the screen prompts for initialization. Then click

[OK] to complete the initialization.

6 HBL100/HBL200 User Manual



Lockout mode means that only administrator can unlock the door from outside. The lockout button
is above the handle of indoor unit.

Enable: Press and hold the lockout button for 3 seconds until the red-light blinks twice.

Disable: Press and hold the lockout button for 3 seconds until the green-light blinks twice. It can
also be disabled when an administrator unlocks the door from outside or by turning the handle

downward from inside.

Normal open mode is to keep door always unlocked, which is fit for meeting room and some

places free to in or out.

Three verification modes are designed to meet different security requirements.
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Supports Bluetooth or ZigBee communication.
Note: ZK SmartKey app is used with Bluetooth communication. Amazon Alexa app is used with

ZigBee communication.

After 4 failed verification attempts, the system will automatically take a photo of the user and save

it.

When the battery power is low, the device will generate alarm sound. The screen will display the

prompt "Low battery". In this case, you cannot access Main Menu.

The bottom of the outdoor unit is designed with a USB port for emergency charging.
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The mechanical key is used to open the door when the lock has electronic malfunction.

Note: Keep the mechanical key at a safe place.
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» When no administrator is registered in the device, the process is as follows:

@ Touch the fingerprint sensor or wake up key to wake up the screen, the system will enter face
mode automatically.

@ Then click the menu key . to enter main menu.
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» When an administrator is registered in the device, the process is as follows:

@ Touch the fingerprint sensor or wake up key to wake up the screen, the system will enter face
mode automatically.

@ Click the menu key . to enter verify admin mode, then verify the admin by face/fingerprint/
password/card.

® After the verification is successful, the system will enter main menu automatically.

Note: If you want to verify the admin by passcode, please click the keyboard key ﬂ to enter

passcode mode.
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[Main Menu > New User]

Note:

1) The User ID can contain 1 to 999. The number cannot be modified after the user is registered.

2) Once any detail is successfully registered, the system automatically goes to the New User page.
You can continue to register for other methods.

3) When you click the return key to exit the New User Page, the system automatically saves the
user registration information.

4) If the first user is a normal user, the system displays the prompt “For safety, the first user is set as

admin. Are you sure?” Click [OK] to set the first user as admin.
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Register Face [Main Menu > New User > Face]
@ Focus face inside the white box, adjust the positions of the face by adjusting within the box.
Check the status in the progress bar at the bottom of the page.

@ After the face is successfully registered, the system automatically goes to the New User page.
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Register Fingerprints [Main Menu > New User > Fingerprint]

@ Place a finger on the fingerprint sensor.

®@ When the prompt "Place your finger second time" is displayed on the screen, move your finger
away and place the finger; so on.

@ After the finger is successfully registered for three times, the system automatically goes to the
New User page.

Note: Each user can register 10 fingerprints. If you try to register the same finger again, the system

displays the prompt "Fingerprint is already used."
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Register Passcode [Main Menu > New User > Passcode]
@ Enter six digits passcode and then click [OK].
@ Enter the passcode again for confirmation, and then click [OK] to complete the passcode

registration. Then the system automatically goes to the New User page.

Note:

1) The passcode length must be 6 digits; otherwise, the system displays the prompt "Passcode
must be six digits".

2) The passcode registered by different users must be different; otherwise, the system displays the

prompt "This passcode is already used".
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Register Card [Main Menu > New User > Card]
Place a card at the card detection area. After you hear a beep, the system displays hexadecimal card

number, and automatically goes to the New User page.

Note: If the card has been registered is already in use, the system displays the prompt "This card is

already enrolled".
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[Main Menu > User Mgt ]
» Modify User Information
@ Click on desired user to access the Edit User page.
@ Click the [User Role] column to modify the role types. Click the [Face/Fingerprint/Passcode/

Card] column to register again. For the registration processes, view the above section

® After the modification is complete, Click [OK] to save the registration information when you exit
the Edit User page. If you click [Cancel], the modification will be discarded.

» Delete User Information
@ Click on desired user to access the Edit User page.
@ Click the deletion icon on the upper right corner to delete the user.

Note: The currently logged in admin cannot delete himself.

[Main Menu > System > Operate Setting > Autolock Time]

Click the [Autolock Time] column to set the autolock time ranging from 4s to 14s, which is 6s by
default.
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[Main Menu > System > Operate Setting > Language]
Click the [Language] column to set the desired language, and reboot the device to make the
setting effective.

[Main Menu > System > Operate Setting > Verify Mode]

Click the [Verify Mode] column to choose desired verification mode.

All Users All users only need one verification method to unlock.

VeriNf|ic;tion Admin Only Only the administrators can unlock the door.
ode

Combined recognitions. The lock can be unlocked after

Safety Mode I
any two verification modes are successful.

Note: Combined recognitions include passcode & face, card & passcode, card & face, face &
fingerprint, passcode & fingerprint, and card & fingerprint. When the first recognition mode is
successful, the system enters the second recognition mode immediately. The two recognition
modes are performed in a random order.
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[Main Menu > System > Operate Setting > Operate Alarm]
Click the [Operate Alarm] column to enable or disable the alarm function, which is off by default.

Note: After 4 failed unauthorized verification attempt, one user photo will be taken. On subsequent

screen wake, the photo will be displayed as an alarm.

[Main Menu > System > Operate Setting > Normal Open]

Click the [Normal Open] column to enable or disable the normal open mode, which is off by

default. It can also be disabled when an administrator verifies successfully.

[Main Menu > System > Date/Time]

» C(lick the [Date] column to input values (year. month. day) in the input box. If the input format is

non

correct, then"." at the lower right corner will automatically change to [OK]. Finally, click [OK] to
save the setting.

» Click the [Time] column to input values in the input box. If the input format is correct, then™" at

the lower right corner will automatically change to [OK]. Finally, click [OK] to save the setting.
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Click the [Time Format] column to set the time format, it includes YY-MM-DD, YY/MM/DD,
YY.MM.DD, YYYY-MM-DD, MM-DD and MM/DD.

[Main Menu > System > Advanced Options]

Click the [Face] column to enable or disable the face recognition function, which is enabled by
default. If it is disabled, the face recognition page will no longer be displayed when waking up
the screen or entering the main menu.

Click the [Fingerprint] column to enable or disable the fingerprint recognition function, which
is enabled by default. If it is disabled, the fingerprint sensor is only used to wake up the screen.
Click the [Visitor Passcode] column to enable or disable the visitor passcode recognition

function, which is enabled by default.

[Main Menu > System > Network Setting]

» (lick the [Zigbee login] column to enable the network communication.

» C(lick the [Zigbee logout] column to disable the network communication.

20
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[Main Menu > U-Disk >Upgrade Firmware]
Click the [Upgrade Firmware] column to start the upgrade through the USB disk, and the update
process can be seen on the screen. Before the upgrade, check whether the corresponding upgrade

file ™= s available on the USB disk. Users are not recommended to upgrade the firmware.
If you really need to upgrade the firmware, please do it under the guidance of the

manufacturer.

[Main Menu > Data]
» C(lick the [Delete All Users] column to delete all user information, including the user number,
face, fingerprint, card, and passcode.
» Click the [Log Query] column, set the start and end dates, and click [Query] to display all
unlocking records within the set period. Then click the query icon at the upper right corner,
input the desired user No., and then click [OK].

» (lick the [illegal Alarm Query] column, then click [Previous] or [Next] to view the alarm

HBL100/HBL200 User Manual 21



records. The system can save up to 10 photos. After the query is completed, the system displays

the prompt "Data query completed".

[Main Menu > System Info]

Click the [Capacity] column to check device capacity information.

» Click the [Device Info] column to check the device information.
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ZK Building, Wuhe Road, Gangtou, Bantian, Buji Town,
Longgang District, Shenzhen China 518129

Tel: +86 755-89602345
Fax: +86 755-89602394

www.zkteco.com
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